
Security Specialist - Technology Operations
For one of our customers in the province "Zeeland" we are looking for a Cybersecurity Engineer.

Job description

About the Role:
As a Security Specialist within the Technology Operations team, you will be responsible for the
operations and maintenance of technologies that support security services. You will play a critical role in
daily security operations, troubleshooting issues, and maintaining and improving the security tools used
by various teams. This role requires a passion for hands-on cybersecurity and a proactive approach to
identifying opportunities for enhancing operational efficiency.

Key Responsibilities:

 Perform daily security operations using state-of-the-art security technologies.
 Maintain and improve security tools used by other teams.
 Troubleshoot and solve issues related to various security tools.
 Create and automate different reports for various teams.
 Support Functions:
 Participate in multi-team projects focused on enhancing security posture.
 Document and review standard operating procedures.
 Process & Improvement:
 Identify opportunities for operational efficiency enhancements through automation and process

improvements.
 Initiate and implement improvements to streamline security operations.
 Additional Duties:
 Stay current with the latest advancements in cybersecurity technologies and practices.
 Travel Requirements: No travel required.

Your qualifications

Education:
 Background in Physics, Computer Science, Mathematics, or other technical/non-technical fields.

Skills & Experience:
 2-3 years of experience with security technologies like Splunk, Rapid7, Darktrace, or similar tools in

usage and maintenance.
 Experience in fast-paced, deadline-driven environments.
 Previous experience working in a multinational company and handling its organizational complexity is

a plus.

Technical Skills:
 Proficiency in tools such as Splunk, Rapid7, Darktrace, etc.
 Knowledge of Linux, Microsoft Server, and PowerShell is considered a plus.



 Programming in Java and Python.
 Experience with automated reporting and scripting.

Soft Skills:
 Strong problem-solving skills and the ability to work independently and collaboratively within a team.
 Proactive mindset with a passion for hands-on cybersecurity.
 Excellent communication skills, able to work in a truly international environment.

Other Requirements:
 Ideally possess current tool-related certifications or formal training. However, demonstrable

proficiency is also considered.
 Eagerness to learn, take initiative, and surpass expectations.

What we offer

click here for the Conditions.

Reference: 3241
Projectphase: Operations
Discipline: Cybersecurity
Position: Engineer
Function level: Senior
Region: (NL) Zeeland
Education: Bachelor
Experience: 8-15 years
Type of contract: Intentional
Posted at: 20-09-2024
Advisor: Esti van Loggerenberg
Telephone: +31 (0) 115 820 202
Mobile: +31 (0) 613 62 64 91
E-mail address: evl@nouvall.com
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