
Information Security Officer
For our client in Vlissingen we are hiring a Information Security Officer.

Job description

In the role of Security Officer, you will be tasked with ensuring effective information security practices
throughout the organization. This includes creating an information security policy, performing risk
evaluations, and conducting training sessions for staff. Your responsibilities will span both technical and
organizational domains. On the technical front, this will involve managing systems such as firewalls and
backups, as well as enforcing password policies. Organizational duties will focus on drafting relevant
policies and promoting awareness of best security practices among team members.

Key Responsibilities:

 Collaborate in the development, implementation, and maintenance of the security strategy for the
organization.

 Supervise the execution of the security strategy, encompassing processes, procedures, risk
assessments, method statements, and documentation for all stakeholders.

 Provide expert security advice to ensure compliance with contractual and internal standards.
 Manage accreditations by monitoring and reporting activities aligned with standards like ISO9001,

ISO27001, and ABDO2019.
 Oversee internal audit processes and project monitoring to ensure adherence to legal and

organizational standards.
 Establish and maintain various safeguards—administrative, physical, and technical—to protect the

organization’s information assets from both internal and external risks.
 Create and conduct training, briefings, and instructions for staff to raise security awareness in line

with planned activities, best practices, and new regulations.

Your qualifications

To qualify for the Security Officer position, you should possess:

 A bachelor’s degree in information security management, business administration, or a similar field.
 Certification as an Information Systems Security Professional or an equivalent credential.
 Expertise in implementing security control frameworks relevant to ITAR, ABDO, and ISO27001.
 Practical experience in developing and enhancing security management systems.
 Proficiency in both Dutch and English, written and spoken; knowledge of German is a plus.
 A willingness to travel frequently, including potentially long distances, and to work internationally as

necessary.
 Strong references, as a standard security screening is part of the hiring process.

Important:
 Permanent EU citizenship and a valid passport are mandatory. Candidates holding an EU (work) visa

or those with dual EU and non-EU nationality and/or passport will not be considered due to the



military nature of our projects.

What we offer

Klik hier voor de Arbeidsvoorwaarden.

Reference: 3289
Projectphase: Engineering
Discipline: Administration, Business Intelligence (BI), Cybersecurity, Marine, Security
Position: Consultant, Coördinator, Projectmedewerker
Function level: Senior, Medior
Region: (NL) Zeeland
Education: Master, Bachelor
Experience: 3-8 years, 8-15 years, 15+ years
Type of contract: Intentional
Posted at: 17-10-2024
Advisor: Vincent ten Have
Telephone: +31 (0) 115 820 202
Mobile: +31 (0) 613 17 12 17
E-mail address: vth@nouvall.com
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